REVENUE MEMORANDUM ORDER NO. 50-2004 issued on December 16, 2004 prescribes the policies and guidelines on the BIR’s Information and Communication Technology security infrastructure.

The Order covers all information that is stored, processed, transmitted, or printed by any computer system or network, and on any storage medium including printed output.

Any act which has adverse effects to the following areas are considered as security breach/violation:

a. Hardware
b. Software
c. Information
d. Network
e. Operating System
f. Printed Data
g. Computer Media

Non-compliance to the set policies and procedures as embodied in the Security Policies Manual constitutes a security violation, which shall be reported immediately to the Security Management Division, Information Planning and Quality Service.