EMAIL ALERT ADVISORY ON PHISHING

The public is warned of malicious emails perpetrated by unscrupulous groups (called "phishers" / "scammers") that appear to have originated from BIR.

These malicious emails lead to a fraud website that asks for username and password. Other malicious emails have attachments embedded with computer viruses.

BIR will never ask users to log-in their accounts on BIR eServices through embedded links.

Sample phishing email is attached for your information and guidance.
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